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CSV 

This Folder shows the features extracted from .pcap files as multiple .csv files (using the scripts 
present in the supplementary materials). All 169 .csv files refer to a combined and shuffled 
dataset including all attacks. The attacks are identified by the ‘label’ feature.


The example/ directory includes a Jupyter notebook that shows how Machine Learning (ML) 
can be trained and evaluated over multiple .csv files.

This folder shows the features extracted from .pcap files as multiple .csv files (using the
scripts present in the supplementary materials). All 309 .csv files refer to a combined and 
shuffled dataset including all attacks. The attacks are identified by the 'label' feature.

CSV
This folder shows two sub-folders, MERGED_CSV and CSV folders. 

The CSV subfolder contains the .csv files for each of the corresponding .pcap file for the
respective attacks that has been processed using the script given under Supplementary Materials.

The MERGED_CSV folder contains the same exact data as within each of the attack folders under
CSV subfolder, except they have been merged,shuffled and split into multiple files for easy loading 
into machine learning scripts. The files also have labels (feature named 'Label') attached to each 
data point indicating the type of attack that it is originating from.


